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1
APPARATUS AND METHOD FOR SECURING
A PORTABLE ELECTRONIC DEVICE

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims the benefit of U.S. Provisional
Application No. 61/594,926, filed Feb. 3, 2012, the content of
which is incorporated herein by this reference and is not
admitted to be prior art with respect to the present invention
by the mention in this cross-reference section.

BACKGROUND

Devices left unattended are susceptible to being stolen. For
certain expensive devices, such as electronic devices, users
are unable to use the devices unattended without a significant
risk of theft. The theft problem is particularly acute in the case
of electronic devices that are left unsupervised during their
normal use. Most thieves are inspired by the opportunity of an
unattended electronic device or other valuable device. A great
need exists for anti-theft systems and methods that secure
electronic devices that are unattended during use.

SUMMARY OF THE INVENTION

The present invention provides mechanical, electronic, and
electromechanical devices and combinations thereof to pre-
vent or deter unauthorized movement (i.e., theft) of portable
devices that are unattended when used. Additionally, the
present invention provides methods that may be employed
separately or in combination to prevent or deter such unau-
thorized movement.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a schematic diagram illustrating a security
system for a portable electronic device according to a pre-
ferred embodiment of the present invention.

FIG. 2 shows an exploded view of an anchoring element
auger according to a preferred embodiment of the present
invention.

FIG. 3 shows a top view of the screw portion of the anchor-
ing element auger of FIG. 2.

FIG. 4 shows a bottom view of the driving portion of the
anchoring element auger of FIG. 2.

FIG. 5 shows a side view of a securing screw according to
a preferred embodiment of the present invention.

FIG. 6 shows a top view of the securing screw of FIG. 5.

FIG. 7 shows a top view of a tool that engages the securing
screw of FIG. 5 according to a preferred embodiment of the
present invention.

FIG. 8 shows a perspective view of an anchoring element
bag according to a preferred embodiment of the present
invention.

FIG. 9 shows a sectional view of section A-A of FIG. 8.

FIG. 10 shows a perspective view of the anchoring element
bag of FIG. 8 in a cinched and locked configuration according
to a preferred embodiment of the present invention.

FIG. 11 shows a perspective view of a tripod locking device
according to a preferred embodiment of the present invention.

FIG. 12 shows a schematic diagram illustrating an embodi-
ment of a security system of the present invention that uses a
sensor to detect unauthorized movement of an associated
device according to a preferred embodiment of the present
invention.
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FIG. 13 shows a flowchart illustrating a method of detect-
ing unauthorized movement of an unattended device accord-
ing to a preferred embodiment of the present invention.

FIG. 14 shows a flowchart illustrating another method of
detecting unauthorized movement of an unattended device
according to a preferred embodiment of the present invention.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

FIG. 1 shows a schematic diagram illustrating a security
system for a portable electronic device according to a pre-
ferred embodiment of the present invention. More particu-
larly, FIG. 1 shows camera 46 set up on tripod 34 for video
recording some outdoor activity. Tripod 34 preferably
includes mast 36 for camera height adjustment, as shown.

It is noted that there may be an additional electronic
devices present and connected to tripod 34 and/or camera 46
that assist orienting the camera automatically for better
recording of surfing, kiteboarding, or other such activity. An
archetypical example of a device that is intended to work
unattended is an “automatic cameraman” or “automatic
pointing system” described in co-owned and co-pending U.S.
patent application Ser. No. 13/726,380, titled “A Portable
System for Automated Video Recording”, U.S. patent appli-
cation Ser. No. 13/726,203, titled “A Portable System for
High Quality Video Recording”, and PCT Application No.
PCT/US2012/71565, titled “A Portable System for High
Quality Video Recording”, the contents all of which are
hereby incorporated by reference in their entirety.

In certain environments, such as on a beach, objects to
which the camera or tripod may be secured may not be present
or available. For example, a nearby tree or pole may not be
present or available on a beach. A similar problem may arise
in other environments such as when video recording snow-
boarding in a wide open bowl or dirt biking in an expansive
desert. The security systems of the present invention provide
apparatuses and methods to secure unattended devices when
available “anchors” are absent. Additionally, the security sys-
tems of the present invention provide electronic theft preven-
tion systems as discussed further herein.

As shown in FIG. 1, and according to a preferred embodi-
ment hereof, camera 46 is secured to tripod 34 by camera
attachment device 105 and camera tether 115. Camera tether
115 may be made in a variety of ways and using a variety of
materials such as chain, rope, wire, made of steel, reinforced
nylon, etc.

Portable electronic devices, such as cameras, cell phones,
and the like, are typically not equipped with a mechanical
attachment point that may be attached to, for example, a high
strength steel tether. The security system hereof preferably
comprises camera attachment device 105 that, in conjunction
with camera tether 115, prevents camera 46 being separated
from tripod 34. The construction of camera attachment device
105 depends on the type of camera or electronic device with
which the camera attachment device will connect. In one
preferred embodiment, camera attachment device 150 com-
prises a brace that attaches to tripod 34 preferably using a
modified camera securing screw (see FIG. 5) and is designed
to permit full access to the camera lens and controls. The
brace preferably has an open state and a closed state; when the
brace is closed, the brace may be locked. The brace is pref-
erably designed with an inner surface that has portions that,
when the brace is closed, prevent movement of the camera
relative to the brace in any direction.

Camera tether 115 is an example of an “intermediate
tether” used to interconnect a device (camera 46) to tripod 34
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which is further anchored as discussed below. Other interme-
diate tethers may be incorporated to interconnect various
devices to other components, such as camera 46 or tripod 34.

It is noted that a camera may be fully incorporated and
integrated with the “automatic cameraman” or “automatic
pointing system” mentioned above and/or with the tripod.

Tripod 34 is preferably equipped with a connection point or
connection points to connect camera tether 115 and tether 125
(discussed further below). Such connection point may com-
prise braces, hooks, lashings and the like. The connection
points are preferably made of high strength material in order
to prevent or make it more difficult for a potential thief'to cut
them.

The security system of the present invention preferably
comprises anchoring element 160, as shown. Anchoring ele-
ment 160 is portable. One end of tether 125 is preferably
attached to anchoring element 160. When anchoring element
160 is anchored, the connection between tether 125 and
anchoring element 160 makes it difficult for a thief to move
tripod 34, camera 46, and any other associated securely con-
nected devices. When appropriately set up, camera 46 may be
used confidently unattended without fear of thett.

In the embodiment shown in FIG. 1, anchoring element
160 is preferably a surface piercing element, preferably an
auger, comprising a screw portion 135 and a driving portion
145 having ahandle, as shown. Screw portion 135 is turned by
driving portion 145 to penetrate or pierce the soil, sand, or
other material at the desired location of the device to be
anchored. Driving portion 145 is preferably removable as
shown in FIG. 2.

Anchoring element 160 is driven into the soil, sand, or
other material to secure the tethered item or items. Once
screw portion 135 of anchoring element 160 has been
securely placed into the soil, sand, or other material, driving
portion 145 is removed. With driving portion 145 removed,
extraction of screw portion 135 requires a tool, thus prevent-
ing or making it difficult for a thief to steal the items attached
to the screw portion 135 with tether 125. Thus, the items
connected to tether 125 are attached to an object that is diffi-
cult to move.

In one preferred embodiment, the removed driving portion
145 is preferably attached to tripod 34 and locked so that one
does not have to carry driving portion 145 while the devices
and components being secured are unattended. In one pre-
ferred embodiment, driving portion 145 is locked onto tripod
34 using a securing screw of the type show in FIG. 5. In
another preferred embodiment, an intermediate tether may be
used to connect driving portion 145 to tripod 34.

In one preferred embodiment, driving portion 145 has a
four-sided opening that connects with a corresponding ele-
ment or projection of screw portion 135. When driving por-
tion 145 is removed, screw portion 135 cannot be turned
without an appropriate tool or wrench. Alternatively, driving
portion 145 may have a three-sided or five-sided opening (or
other multi-sided opening) with a corresponding portion on
screw portion 135. The corresponding pieces fit togetherin a
lock-and-key connection. Such an arrangement has an addi-
tional theft-prevention advantage in that three-sided or five-
sided tools are not commonly available. A “three-sided” lock-
and-key embodiment of driving portion 145 and screw
portion 135 is shown in FIGS. 3 and 4.

FIG. 2 shows an exploded view of an anchoring element
auger according to a preferred embodiment of the present
invention. FIG. 3 shows a top view of the screw portion of the
anchoring element auger of FIG. 2. FIG. 4 shows a bottom
view of the driving portion of the anchoring element auger of
FIG. 2.
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Driving portion 145 preferably comprises central portion
156, as shown. Handle 157 is preferably connected to central
portion 156, as shown. Central portion 156 preferably com-
prises a triangular-shaped opening 158 (see FIG. 4) that
matches triangular-shaped end portion 136 of screw portion
135 (see FIGS. 2 and 3) of anchoring element 160. Triangu-
lar-shaped end portion 136 preferably projects upward from
central portion 137 of screw portion 135, as shown. Tether
attachment ring 138 is securely connected with central por-
tion 137, as shown. Tether 125 is connected to tether attach-
ment ring 138, as shown. A locking mechanism 184 connects
tether 125 to tether attachment 138 to prevent removal of
tether 125, as shown. A similar locking mechanism may be
used at the point with which tether 125 is connected with mast
36 (and at other points as desired to securely attach various
devices). Locking mechanism 184 may be a pad lock, a com-
bination lock, an electronic lock, a biometric lock, etc. Once
so connected, and with reference to FIG. 1, tether 125 is
securely connected to anchoring element 160.

Screw portion 135 and driving portion 145 preferably com-
prise correspondingly-shaped male and female parts, as
shown. As noted above, other geometric configurations for
the opening on driving portion 145 and projection on screw
portion 135 may suffice. It is further noted that screw 135
portion may contain the opening while driving portion 145
may contain the projection that fits into such opening. When
the driving portion and screw portion are connected, appro-
priate torque may be applied to handle 157 of driving portion
145 to install and remove anchoring element 160.

FIG. 5 shows a side view of a securing screw according to
a preferred embodiment of the present invention. FIG. 6
shows a top view of the securing screw of FIG. 5. FIG. 7
shows a top view of a tool that engages the securing screw of
FIG. 5.

The removable driving portion 145 may be used for secur-
ing camera 46 on tripod 34 (or other components) using a
securing screw when the configuration of the securing screw
corresponds to the geometric configuration of the opening of
driving portion 145. Commercially available tripods gener-
ally have multiple securing screws that have a threaded part
and a handle part. The handle part is typically a wing nut or is
round in shape. According to a preferred embodiment of the
present invention, securing screw 50 is provided with three-
sided turning end 52. Tool 60 comprises a matching opening
62 to engage turning end 52 of securing screw 50 and assists
tightening and loosening of securing screw 50. According to
other preferred embodiments hereof, the end of securing
screw 50 may be made with other configurations such as
four-sided ends or five-sided screw ends. Tool 60 preferably
has knurled rim around edge 64 for easier handling.

The above-described preferred embodiments are suitable
for those environments where the soil or ground may be
penetrated relatively easily with an auger (anchoring element
160). In some environments, such as very rocky environ-
ments, insertion of an auger may not be feasible. The security
systems of the present invention comprise an alternative
apparatus and method of securing an unattended device. In
such an alternatively preferred embodiment, tether 125 (con-
nected to tripod 34) is preferably connected to a preferably
flexible container or bag. Tether 125 is preferably locked to
the flexible container or bag using a locking mechanism simi-
lar to that shown in FIG. 2 to prevent removal of the tether
from the flexible container or bag (a portable anchoring ele-
ment). The flexible container may be filled with material
found at the location. The material may be water, rocks,
pebbles, sand, snow, etc. The flexible container may be used
with or without auger 135.
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The flexible container is preferably made of durable mate-
rial that is difficult to cut open. The flexible container may
also double as a travel bag that could hold, for example, the
camera, tripod, and other items for transportation to a beach
or other sporting venue.

FIG. 8 shows a perspective view of an anchoring element
bag according to a preferred embodiment of the present
invention. FIG. 9 shows a sectional view of section A-A of
FIG. 8. FIG. 10 shows a perspective view of the anchoring
element bag of FIG. 8 in a cinched and locked configuration
according to a preferred embodiment of the present invention.

In the preferred embodiment shown in FIGS. 8-9, the
anchoring element is embodied as bag 200. According to
preferred embodiments of the present invention, bag 200 may
have handles, pockets, and other features not shown. Bag 200
is shown in an open position in FIGS. 8 and 9. As noted above,
bag 200 is fillable with material by way of opening 230. Bag
200 is portable.

With reference to FIG. 9, bag 200 preferably comprises
outside surface 210 and inside surface 220, as shown. Inside
surface 220 ofbag 200 is accessible via opening 230. The wall
thickness between outside surface 210 of bag 200 and inside
surface 220 of bag 200 is sufficient to make the bag resistant
to tearing or cutting. Bag 200 preferably comprises neck
portion 215 where the thickness of inside surface 220 and
outside surface 210 is reduced compared to other portions of
bag 200. This portion of' bag 200 is preferably narrow relative
to other portions of bag 200 so that bag 200 may be easily
bunched together for closing.

In FIG. 10, bag 200 is shown closed using a tightening belt
or brace 240 (a bag-closing mechanism) and locked with lock
250 (a bag-locking mechanism). It is noted that tether 125
may be connected to and locked with lock 250. With tighten-
ing belt or brace 240 tightened around narrow neck portion
215 there are no loose portions, as shown. This prevents the
removal of tightening belt or brace 240 from bag 200. As
described above, tether 125 may be connected to lock 250 or
secured to brace 240 prior to tightening brace 240, etc.

Bag 200 is preferably easy to fill and may be quickly filled.
With tightening belt or brace 240 locked with lock 250, tight-
ening belt or brace 240 cannot slide off bag 200. Thus, bag
200 may be used as a weight to anchor and secure an unat-
tended device connected to bag 200 with tether 125. The
weighted bag is an object that is difficult to move.

Bag 200 is preferably constructed of wire reinforced nylon,
vinyl, or similar material. Bag 200 is preferably waterproof
and even capable of holding water.

FIG. 11 shows a perspective view of a tripod locking device
according to a preferred embodiment of the present invention.
Inthe preferred embodiment shown in FIG. 11, tripod legs 38
of tripod 34 are locked in an open position. For clarity, FIG.
11 only shows two tripod legs. With the tripod legs locked in
an open position, a thief who steals the tripod is unable to
collapse the tripod legs making transport awkward. This
embodiment is another alternative to the principle of making
the theft difficult by attaching the device that is to be protected
from theft to an object that is difficult to move. Mast 36 of
tripod 34 is locked in a fixed position using securing screw 42,
as shown. Securing screw 42 is preferably of the type shown
in FIG. 5. Cylindrical element 40 holding securing screw 42
is standard on most tripods and is firmly integrated with the
body of the tripod. Second cylindrical element 44, when
unsecured, may slide up or down mast 36. When second
cylindrical element 44 is moved to its topmost possible posi-
tion, as shown in FIG. 4, second cylindrical element 44 pre-
vents legs 38 of tripod 34 from collapsing thus keeping the
tripod legs in an open position. Second cylindrical element 44
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keeps the tripod legs in an open position by having a thickness
which prevents closing of the tripod legs. Second cylindrical
element 44 is secured in place to mast 36 using securing screw
45. Securing screw 45 is preferably of the type shown in FIG.
5.

In addition to the mechanical security implements
described above, non-mechanical features, such as alarms,
are also preferably implemented to alert the user or respon-
sible person to a theft incident. To accomplish this, devices
may be added to the electronic device being protected. Alter-
natively, new functions are added to some components of the
device to be protected. According to one preferred embodi-
ment of the present invention, a base unit associated with the
tripod or device to be protected (or both) preferably com-
prises a position sensor and a signaling device. The position
sensor is used to detect unauthorized movement of the device
being protected. The position sensor may be a global posi-
tioning device, an electronic level, an electronic compass, an
accelerometer, a magnetometer, etc. A signaling device is
configured to provide an alarm signal when such unautho-
rized movement has been detected.

As noted above, the base unit is preferably associated with
a device being protected (or multiple devices). In this regard,
the base unit is either integrated with the device being pro-
tected or attachable to it.

In one preferred embodiment, the signaling device com-
prises a sound emitter located at a base unit. In such an
embodiment, the signaling device emits an alarm signal in the
form of an audible sound when the signaling device is acti-
vated. The emitted sound is intended to draw the attention of
nearby bystanders to the thief.

In another preferred embodiment, in addition to the signal-
ing device located at the base unit, another signaling device is
associated with a remote unit carried by or otherwise collo-
cated with a user who will be positioned at a location away
from the electronic device being protected. The remote unit
signaling device preferably emits an alarm signal in the form
an audible alarm sound. In such an embodiment, the base unit
and the remote unit are communicatively coupled. In one
preferred embodiment, the base unit and remote unit are
communicatively coupled by way of radio communication.
When the signaling device of the base unit and the signaling
device of the remote unit are activated, a command is com-
municated to the base unit to activate an alarm signal and to
the remote unit to activate an alarm signal, both preferably in
the form of an audible alarm. In such an embodiment, the user
is alerted that an unauthorized movement of the base unit has
occurred. According to another preferred embodiment
hereof, the remote unit may comprise a signaling device in the
form of a vibratory element which causes the remote unit to
vibrate when activated. Such vibratory element may alone or
in combination with the audible alarm signaling device.

According to another preferred embodiment hereof, a sig-
naling device may only be present in a remote unit.

According to a preferred embodiment hereof; the position
sensor may be an inertial sensor, such as an accelerometer or
gyroscope. According to another preferred embodiment
hereof, the position sensor may be a global positioning
device. According to another preferred embodiment hereof,
the position sensor may be an electronic level. According to
another preferred embodiment hereof, the position sensor
may be an electronic compass. According to another pre-
ferred embodiment hereof, the position sensor may be a mag-
netometer.

FIG. 12 shows a schematic diagram illustrating an embodi-
ment of the security system of the present invention that
utilizes electronic motion detection according to a preferred
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embodiment of the present invention. Base unit 355 is pref-
erably connected to or associated with a device 350 that is
being protected. The device that is being protected may be a
camera, an “automatic cameraman”, a tripod, etc. Base unit
355 is connected to device 350 in a way such that movement
that changes the location and/or the orientation and/or that
accelerates device 350 is sensed by sensor 360, a component
of base unit 355. Base unit 355 is preferably appropriately
powered and is preferably equipped with a processing unit
365 that facilitates the operation of its components. Sensor
360 may be a single sensor or a combination of different
sensors. If sensor 360 detects movement (i.e., change of loca-
tion, orientation, or acceleration) of the device 350, an elec-
tric signal is sent to the signaling component, or components
of'base unit 355. In FIG. 12, two signaling devices are shown,
light source 370 and sound source 375. According to some
preferred embodiment, the rest of the components shown in
FIG. 12 may be omitted.

In a preferred embodiment, the alarm system of FIG. 12
comprises remote unit 390 which is preferably located with
the user/owner of device 350 that is being protected. Base unit
355 and remote unit 390 are both equipped with communi-
cation devices. In one preferred embodiment, base unit 355
comprises radio transceiver 380, as shown. Radio transceiver
380 of base unit 355 sends and receives radio signals 385 to
and from a transceiver/processor 395 of remote unit 390. If
sensor 360 detects movement of device 350, an electric signal
is sent to the signaling component in remote unit 390. In FIG.
12, two signaling devices are shown, sound source 376
(which emits sound or a siren on receipt of the electric signal)
and vibratory element 400 (which vibrates to alert the user).

FIG. 13 shows a flowchart illustrating a method of detect-
ing unauthorized movement of an unattended device accord-
ing to a preferred embodiment of the present invention. After
the base unit is turned on, the initial location of the base unit
is obtained by an associated global positioning device and
stored (step 110). Once the initial location is stored, the global
positioning device continuously receives location data and
continuously updates its location at a pre-determined fre-
quency (for example, at a frequency of five times per second)
(step 120). In step 130, the subsequent location updates are
then compared to the initial location stored. If the distance of
the current location is determined to be greater than a certain
pre-determined distance from the initial stored location, an
unauthorized movement is considered to have occurred. If the
positioning sensor detects such unauthorized movement, the
user is preferably alerted by a signal device of the remote unit
in step 140 and an alarm will sound in the base unit in step
150.

According to another preferred embodiment, the user may
be alerted to unauthorized movement by way of a light source
(such as a light emitting diode or LED). For example, accord-
ing to one preferred embodiment, a light source may be
illuminated when the system is operating normally; if unau-
thorized movement is detected, the LED is no longer visible
to the user. In such an embodiment, the alarm at the remote
unit may not be included.

It is noted that step 140 and step 150 may occur in reverse
order or simultaneously. The system preferably comprises
methods and systems to arm the alarm and disarm the alarm.

Global positioning technology is commonly utilized for
various purposes such as the determining the location of cars
for navigation purposes. One form of global positioning tech-
nology is GPS (which stands for Global Positioning System).
Several different systems exist that work on a similar prin-
ciple of receiving signals from satellites and use a combina-
tion of known satellite locations and time-delay measure-
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ments to determine satellite-to-receiver distances. These
systems may further employ trigonometry-based methods to
determine the location of a receiver in an earth-based, earth-
fixed (ECEF) coordinate system. Further, satellite systems
may be complemented or even replaced by earth-based signal
sources. The invention hereof may be practiced using receiv-
ers (antennas) of any fully or partially satellite-based posi-
tioning system, including also fully earth-based systems.
Such systems and their elements will be referred to herein for
convenience as global positioning technology, global posi-
tioning devices, global positioning units, global positioning
receivers, or global positioning antennas.

Global positioning devices provide location data with lim-
ited accuracy. For any particular brand of global positioning
devices the typical error interval is known or can be experi-
mentally determined and may have an error interval on the
order of a few inches to several feet depending on the sophis-
tication and the expense of the device. The geometrical
perimeter of the space within which the location of a global
positioning unit is uncertain is referred to as its error bubble.
In step 130, movement is detected when the base unit is
outside of the error bubble if the center of the error bubble is
the initial location of the global positioning device. There is a
finite probability of erroneous location determination by a
global positioning device and such errors could result in false
alarms. It is therefore useful to implement a procedure that
establishes that more than one consecutive global positioning
location data point must be obtained showing movement, i.e.,
being outside the error bubble around the original location of
the base unit, before the alarm is activated. If, for example,
three consecutive location data are required and the GPS
update rate is five times per second, this will delay the alarm
by 0.6 seconds. Preferably, the user may set this according to
his or her preferences, balancing the inconvenience of false
alarms against the advantage of being notified of an alarm-
causing event faster. The size of the error bubble may be
reduced by averaging the location data of a stationary global
positioning device over time. The alarming procedure may
also preferably include arule for reducing the error bubble for
detection of unauthorized movement over time, making the
protection more efficient.

FIG. 14 shows a flowchart illustrating a method of detect-
ing unauthorized movement of an unattended device accord-
ing to a second preferred embodiment of the present inven-
tion. According to this preferred embodiment, the base unit is
preferably equipped with an accelerometer. Ifthe device to be
secured is not intended to be moved while being used, no
acceleration should be detected by the accelerometer, step
310. If that is the case (step 320, option “no”), the acceler-
ometer continues monitoring the status of the device. If accel-
eration is observed (step 320 option “yes”), the alarm is
triggered as described above with respect to FIG. 13 (steps
140 and 150).

The “automatic cameraman” referenced above is an
example of a device that is intended to turn a camera in
various directions in the course of normal use. In the embodi-
ment of FIG. 14, it is important that the accelerometer be
mounted such that it is not subject to the same or similar
movements as the camera if an accelerometer is used to
secure the “automatic cameraman”. For example, the accel-
erometer may be mounted on the tripod that holds the “auto-
matic cameraman”.

According to another preferred embodiment, the sounding
of'the alarms is triggered by unauthorized movement detected
by a device that is sensitive to the spatial orientation of the
electronic device being monitored. In one preferred embodi-
ment, the device that is sensitive to the spatial orientation of
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the electronic device is an electronic level. In another pre-
ferred embodiment, the device that is sensitive to the spatial
orientation of the electronic device is an electronic compass.
The device sensitive to the spatial orientation of the electronic
device being monitored is preferably armed by the user before
he or she leaves the location of the device that has to be
secured. When used to secure a device that is intended to
change position during normal use (e.g., the positioning
device of an “automatic cameraman”), the device that senses
spatial orientation is preferably mounted on a portion of the
device that is not subject to change of orientation. For
example, the electronic level or electronic compass may be
mounted on the tripod that holds the “automatic cameraman”.

All the devices mentioned above, including global posi-
tioning units, accelerometers, electronic levels, electronic
altitude sensors, and the like are motion sensors and may be
used to alert the user of an unauthorized movement of the
device that is to be protected.

Different preferred embodiments, methods, applications,
advantages, and features of this invention have been
described above; however, these particular embodiments,
methods, applications, advantages, and features should not be
construed as being the only ones that constitute the practice of
the invention. Indeed, it is understood that the broadest scope
of'this invention includes modifications. Further, many other
applications and advantages of applicant’s invention will be
apparent to those skilled in the art from the above descriptions
and the below claims.
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What is claimed is:

1. An apparatus for providing protection against unautho-
rized movement of an unattended device, said apparatus com-
prising: at least one tether; at least one portable anchoring
element; and at least one locking mechanism; wherein said at
least one tether connects the device to said at least one por-
table anchoring element and said at least one locking mecha-
nism prevents removal of said at least one tether; wherein said
atleast one portable anchoring element comprises at least one
surface piercing element; wherein said at least one surface
piercing element comprises at least one surface piercing por-
tion and at least one removable driving portion; wherein said
at least one surface piercing portion and said at least one
removable driving portion connect by way of a correspond-
ingly-shaped lock-and-key connection; said apparatus further
comprising a tripod connectable with the unattended device,
said tripod having tripod legs, said tripod equipped with a
device that prevents the tripod legs from being closed and
wherein said device that prevents the tripod legs from being
closed is lockable with a locking element, said locking ele-
ment configured to be unlocked with a tool, a portion of said
tool comprising a shape that corresponds with a portion of
said locking element, to prevent unlocking of said locking
element without said tool with fingers.

2. The apparatus of claim 1, further comprising one or more
intermediate tethers to interconnect additional unattended
devices.

3. The apparatus of claim 1 wherein the tripod comprises a
tripod mast and said device that prevents the tripod legs from
being closed is attachable to the tripod mast.
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